
Incorporate Cloud Infrastructure and Platform Backup into your disaster 
recovery plan. 
Organizations and employees continue to navigate the shifting challenges presented by hybrid work and 
moving to the cloud. The productivity tools and processes intended to enhance the quality and effectiveness of 
collaboration may potentially introduce vulnerabilities either through human error or malicious attack. As teams 
continue the transformation into the Modern Workplace, organizations can mitigate risk by protecting their users 
and business critical applications by incorporating AvePoint’s IaaS + PaaS backup solution into their disaster 
recovery plan.

Unlimited backup for 
Microsoft Entra ID, 
Azure VMs, Azure 

Portal Settings, Azure 
Storageand Amazon EC2 
Instances from the same 
vendor that protects your 

business critical SaaS 
applications like M365 

and Salesforce.

Recover in minutes 
and with application 

and machine 
awareness. This is 
true IaaS and PaaS 

Backup and Recovery.

Automatic backups up 
to four times a day and 
with unlimited retention 

plans.

Choose AvePoint 
managed storage or bring 
your own storage (BYOS)

One Vendor for 
SaaS, IaaS and 
PaaS Backup

Purpose Built for 
IaaS and PaaS           

Worry-Free 
Backup

Backup on Your 
Terms

Cloud Backup for Microsoft Entra ID(Formerly Azure 
AD), Azure VMs, Azure Portal Settings, Azure Storage 

and Amazon AWS EC2 Instances

No appliances, no limits, no worries backup for 
Microsoft Azure and Amazon Web Services



TECHNICAL OVERVIEW AVEPOINT CLOUD BACKUP FOR IaaS + PaaS

• COMPREHENSIVE BACKUP

• Near-zero configuration

• Up to 4 backups per day (or every 6 hours)

• Protect Microsoft Entra ID (formerly Azure 
AD), Azure (VM, Portal Settings + Storage) 
and Amazon EC2 Instances.

• Built-in business rules and filters enable 
you to quickly choose which objects you 
want to backup.

• Store backups securely outside your Azure 
subscription in our hosted scalable storage 
with minimal configuration or in your own 
private cloud.

• Identify unprotected and vulnerable cloud 
resources

• Our central command dashboard provides 
job status, storage consumption, and more 
across all your protected cloud workloads

• GRANULAR RESTORE

• On-demand, granular recovery of 
Microsoft Entra ID (formerly Azure AD), 
Azure Virtual Machines, Azure Blobs/Files 
Storage, and Amazon EC2 instances.

• Choose to restore the backup data to 
the original or an alternative location via 
the Export feature. Even a different Azure 
subscription.

• Compare backup data with your 
production Microsoft Entra ID or compare 
between two different backups. Identify 
any gaps or changes to quickly recover 
from your backups.

• Recover quickly with time-or-object-based 
restores.

• Granularly restore settings and preserve 
your data.
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For more information, 
please visit
www.confide.me. 
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