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Why Secure
Collaboration? We’re not as protected as 

we think.

The things we collaborate on
are sensitive.

Results and
Analysis

Product Design, 
and Architecture

Business Reviews 
and Strategy

Budgets, Plans, 
Target Lists 



©AvePoint, Inc. All rights reserved. Confidential and proprietary information of AvePoint, Inc. 

Are You
Exposed?

Can you pull a report to show everyone 
that currently has access to your 
sensitive business information?

Can you see who has accessed that 
information, and when?
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Are You At
Risk of Data Loss?

Do you have your own backup— in case 
your cloud provider goes down, or your data 

is held hostage in a ransomware attack?

Do you know what your cloud provider’s 
SLAs are and what they offer in terms of 
backup coverage and data protection?



Collaboration Security 
Platform Overview



Access Monitoring & 
Control

Backup & 
Disaster Recovery

Provisioning &
Management

Secure
Migration

Secure and monitor 
sensitive business 
information, so data and 
business plans are not 
vulnerable and exposed.

Comprehensive coverage of 
content, permissions and 
settings, to ensure 
protection against data loss 
or ransomware attacks.

Efficiently provision and 
manage environments. 
Automate tasks and keep 
collaboration environments 
tidy, well-managed and 
secure. 

Fast, secure migration of 
content from legacy dark 
and unsecure collaboration 
systems to a secured 
collaboration cloud.

Collaboration Security Platform

Elements Portal Centralized management layer for MSPs that
need to manage multiple customer environments.

SECURITY = GOOD+ ++ = BETTER ++ = BEST+
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Access Monitoring
& Control

Microsoft makes sharing easy. PI makes sharing secure.



Click to edit 
Master title style
Second level

We help you 
better use the 
data Microsoft 
already provides

Aggregate & add context 
so your data tells a story

Data

Anonymous links
External users

Members
Audit Data Security and

compliance labels

Individual Service 
Centers (e.g. Teams) 

show users & 
members. No ability to 

display at-risk or 
shadow users!

De-centralized
Audit logs in E3. 

Actionable insights 
requires E5 Insider 

Threats!

Sensitivity is indexed 
in E3, but Labels 

requires MIP (E5!)

Access Monitoring
& Control

Presenter
Presentation Notes
PI enhances data Microsoft natively provides - 
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Better Stories
Stronger Policies

Access Monitoring
& Control

Sarah granted Roy access to this file, but we reverted it and sent Sarah a notification as to why

To

From

An external user (Roy) has 
access to this Team. 

A document has been accessed 
10 times in the past month. 

This Team contains sensitive 
information

To

Roy, an external user, has access to confidential 
info and has accessed it 10 times this past month. 

Now let’s restrict his access with a policy that 
blocks external users Roy from “sensitive” Teams!
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Secure Collaboration Made Easy with 

Policies & Insights

Find and prioritize
what matters Monitor and fix 

exposure hot spots

Enforce and prevent
security risks over time

Access Monitoring
& Control

Presenter
Presentation Notes
Find and prioritize what matters: Aggregate access, sensitivity and activity data. Regulations and information types define risk. Prioritize to easily expose issues and focus on what matters.Monitor and fix: security dashboards highlight anonymous links and exposed sensitive data. Drill down on known and potential issues. Fix as you- edit permissions in bath.Enforce and prevent: Prevent configuration drift with automated policies. Trigger alerts or roll-back of unauthorized changes. Track improvements over time- prove your collaboration is secure!
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Backup & 
Disaster Recovery
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Shared responsibilities for data protection

*Forrester: “Backup Your SaaS Data – Because Most SaaS Providers Don’t”, Naveen Chhabra, December 2017

Backup & 
Disaster Recovery

• Loss of data due to departing employees and 
deactivated accounts

• Loss of data due to malicious insiders / 
hacktivists deleting content

• Loss of data due to malware / ransomware 

• Recovery from prolonged outages

• Long-term accidental deletion coverage with 
selective rollback

Partner/Customer Responsibility

• Loss of service due to hardware or 
infrastructure failure

• Loss of service due to natural disaster or data 
center outage 

• Short-term user-error with recycle bin /
version history (including new OneDrive
“Files Restore”)

• Short-term administrative error with soft-delete 
for Groups, Mailboxes or services-lead rollback

Microsoft Protection

Presenter
Presentation Notes
Forrester: Backup up your SaaS! Accidental deletion. This is the most basic and common cause of the loss of both onpremises and cloud-based data. This can be problematic, especially if the user fails to notice deletion immediately and the data ages out of their trash can.3 Accidental deletion can also take the form of accidentally overwriting correct information with incorrect information — something that many SaaS providers can’t easily reverse in their platforms.  Departing employees. As employees leave your organization, what happens to the data associated with their accounts in your SaaS application? The rules vary significantly from vendor to vendor, but for many, deactivating a user account also means deleting the data stored there. Most organizations wish to keep this data but may not have a good way of exporting it or transferring it within the application.  Hacktivists. Every news cycle brings a new story of a cyberattack. Today, cybercriminals most often target on-premises systems, but they’ll quickly shift targets as enterprises store critical data in SaaS and other cloud-based systems. Quite often, the client is responsible for securing the data hosted in SaaS.4 Financially motivated criminals want to steal copies of customer data and intellectual property that they can easily monetize. Politically and socially motivated cybercriminals (known as hacktivists), however, may expose or destroy data in retaliation for some real or perceived offense.  Malicious insiders. Whether it’s a disgruntled employee, a resentful contractor, or some other insider with the intention to do harm, malicious users are another common cause of data loss, both on-premises and in cloud environments. The scope of damage will depend on the access and authorizations granted to the user. If it’s an individual contributor with a narrow range of responsibilities, the damage may be limited, but if it’s a power user, the damage can be extensive.5  Rogue applications. With the ecosystem of add-on applications for popular SaaS solutions growing by the day — Salesforce’s AppExchange now boasts more than 3,300 apps and 136661_for_courtesy_preview_MW.docx page 4 more than 4 million installs — we’re seeing growing concern about rogue third-party applications causing damage.6 What happens when the app that’s supposed to consolidate duplicate records accidentally deletes or corrupts unique records?  Prolonged outages. An unexpected and prolonged outage at your SaaS provider can be the remote incident that cripples your business. Unless you have a plan for how to handle such circumstances, it’s highly unlikely that you’ll have access to your data. Insurance brokerage firms in the UK using services from SSP Worldwide were rendered helpless when SSP faced a three-week-long outage.7 Brokers could not issue new policies, look up the expiration dates of existing policies, or communicate with their clients. SSP Worldwide couldn’t recover some clients’ data from backup instances — and to brokers’ utter dismay, SSP Worldwide assumed no responsibility for losses they suffered due to the outage.  Data retention policy for audit or compliance purpose. While your organization’s policy or regulatory compliance mandates require you to retain data for few months or years, your SaaS providers won’t preserve data for that long. ServiceNow only keeps a rolling backup of the past 28 days and the Oracle SaaS service retains data for 60 days from the last backup.8 
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Microsoft helps,
but can’t cover everything…

Backup & 
Disaster Recovery

I’ve misplaced a document… the URL I have 
doesn’t work anymore!

The document version I have is corrupted, all 
my changes are missing!

I accidentally deleted a planner task, I can’t find 
the history anymore!

User-Driven Errors

I’ve updated the apps on my site, but I need to 
roll back some changes.

I’ve broken the inheritance on my site, people 
can’t see my files anymore!

A user left the company 6 months ago, but we 
forgot their retention policy!

Admin-Driven Errors

ALL
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increased ransomware attacks
in 2020 compared to 2019

485%

Source: https://www.infosecurity-magazine.com/news/ransomware-attacks-grow-2020/

Presenter
Presentation Notes
https://www.infosecurity-magazine.com/news/ransomware-attacks-grow-2020/Ransomware attacks increased by an astonishing 485% in 2020 compared to 2019, according to Bitdefender’s 2020 Consumer Threat Landscape Report, which highlighted the ways cyber-criminals targeted the COVID-19 pandemic.Interestingly, nearly two-thirds (64%) of the ransomware attacks took place in the first two quarters of 2020.https://www.cloudwards.net/ransomware-statistics/Of all ransomware attacks on enterprises in 2020, 55 percent hit businesses with fewer than 100 employees, while an entire 75 percent of attacks were on companies making less than $50 million in revenueAccording to Microsoft, 96.88 percent of all ransomware infections take under four hours to successfully infiltrate their target. The fastest malicious software can take over a company’s system in under 45 minutes.Texts from slides (inserted by Zof)Ransomware attacks are growing in size and frequency, threatening businesses around the world..Ransomware attacks increased by an astonishing 485% in 2020 compared to 2019Of all ransomware attacks on enterprises in 2020, 55 percent hit businesses with fewer than 100 employees, while an entire 75 percent of attacks were on companies making less than $50 million in revenue96.88 percent of all ransomware infections take under four hours to successfully infiltrate their target. The fastest malicious software can take over a company’s system in under 45 minutes.
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55%
hit businesses with fewer than
100 employees, while an entire

75%
of attacks were on companies
making less than $50M in revenue

Source: https://www.cloudwards.net/ransomware-statistics/
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How good
is your backup?

BackupSandbox Production

Cloud Provider
(M365, Google, 

Dynamics, Salesforce)

Other
Cloud Provider
(Azure, AWS, Google)

Corporate
Network

Backup Backup

Very Good
• Backup copy outside of your 

main Cloud Provider
• Recovery from Ransomware 

or Cloud Provider Loss

The Best
• Your own copy of last resort 

within your Corporate Network 
or Offline

Minimally Good
• Testing Environment
• Some protection from user error 

and accidental deletion
• No external backup for 

Ransomware Recovery
Fast, Secure 

Cloud-to-Cloud 
Backup

Presenter
Presentation Notes
The “minimally good” scenario:Your cloud provider covers your customer with some kind of a native backup option. They are covered from user error. But a big caution, this doesn’t cover you against a ransomware attack. If an attacker gains access to your system, they gain access to your backup as well.The “very good” scenario:You have an alternative cloud provider that can give you much stronger protection. There is a backup copy stored outside of the cloud provider and so you’re covered if there’s a ransomware attack or if the cloud provider goes down, you have another copy of your data. This is really the setup that is right for most people. At AvePoint, we use Microsoft Azure to store our backups and we also give you the option to use your own storage.The “best” option is for customers that are extremely serious about security. It gives up the advantages of using the cloud, to create an additional copy of the data on the customer’s own network. This setup takes a lot of storage and bandwidth, and a robust on-prem IT infrastructure, so it’s not recommended for everyone. But really, the Very Good scenario is the one that we would recommend to provide the right coverage to everyone against a broad range of threats. 
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Meet AvePoint

Cloud Backup
Backup & 
Disaster Recovery

Automated
Cloud Backup 

for Microsoft 365,
Dynamics 365, Salesforce

Delegated & 
granular restore
Minimize recovery time

Visibility and control
over protected content

Presenter
Presentation Notes
We offer the most comprehensive coverage for Teams – including conversationsUnlimited, automated backup for your Microsoft Cloud assets: Automatic backups, up to 4X per day, for Dynamics 365, M365, and Office 365 – Teams, Groups, Exchange, SharePoint, OneDrive, Project Online, Planner, and Public Folders. Unlimited options give you flexibility to protect content as your organizational needs dictate. Delegated & granular restore, in or out of place: Search for and filter content for restore based on properties to minimize recovery time—including content type, owner, dates, email subject, and more. Restore granular content in place or out of place – even to your system or export as a PST!Visibility and file control over protected content: Simple dashboard display gives immediate insight into what services are covered – and where you may be exposed. Whether you bring your own storage – or use AvePoint’s Azure storage – you retain full control over your protected content! Privacy dashboards fulfil DSAR + R2B4G requests
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Provisioning & 
Management
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Giving you time back in the day…

Event
Peter is a military officer who is 
ending his tour of duty. 

John is the new officer who will be 
taking over for Peter.

Bob, the IT Administrator, needs to 
quickly ensure that John has the 
same security access as Peter.

Problem
Native functionality requires Bob to 
manually copy Peter’s 
permissions to each and every 
object individually.

This is very time consuming, as 
Peter’s permissions vary across the 
many sites, lists, and libraries he 
has access to.

Resolution
Cloud Management:
Clone User Permissions feature.

The Clone User Permissions feature allows you to copy a user’s or group’s 
permissions to one or more specified users/groups.

Provisioning & 
Management

Presenter
Presentation Notes
FULL TEXT:�Event: Peter is a military field staff officer whose tour of duty is concluding. John is the new officer who will be replacing Peter and taking over his role.  Bob, the IT Administrator, needs to quickly ensure that John has the same security site level access as Peter does as soon as he officially starts his new position.Problem: Native SharePoint functionality requires Bob to manually copy Peter’s permissions to sites, lists, and libraries, and assign the permissions to John individually, which could be very time consuming, as Peter’s permission levels vary across the many different sites, lists, and libraries he has access to.Resolution: Bob navigates to Administrator > the Clone User Permissions page. This feature allows Bob to clone all of Peter’s permissions and transfer them to John immediately, all within the same interface, and at the same time.The Clone User Permissions feature allows you to copy a user’s or group’s permissions to one or more specified users/groups.
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How do you manage administrative tasks? Provisioning & 
Management

With Cloud Management, AvePoint client reduced 
time spent on permission management

by 70%

Presenter
Presentation Notes
There are 9 locations for tenant wide security settings- let alone the settings in each Team and SharePoint site.Ultimately, the overarching message here is that even with the many existing security settings, there is NOWHERE natively you can go to get a top-down view like a single dashboard. Manage Microsoft 365 Groups, SharePoint Online, and OneDrive for Business security settings, configurations, and content through a single dashboardWith Cloud Management, AvePoint client reduced time spent on permission management by 70 percenthttps://www.avepoint.com/case-studies/walls-construction
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Administration Made Easy with 

Cloud Management

Centralized 
Administration

bulk configurations

Search Capabilities
Quickly identify, edit, 
manage

Automated tasks
Clone permissions, granular delegation

Provisioning & 
Management

Presenter
Presentation Notes
How AP helps you take control – 3 areas of capabilities aimed at relieving some of these concerns. Centralized Management – Manage Microsoft 365 Groups, SharePoint Online, and OneDrive for Business security settings, configurations, and content through a single dashboard. Bulk Configuration – Perform all SharePoint administrative functions in bulk and across multiple SharePoint Online instances.Security Search – Allow administrators to search for and manage native user or group permissions, even at specific levels, directly through Microsoft 365 Groups, SharePoint Online, and OneDrive for Business.Automated Tasks- Cloning user permissions, Automatically grant delegated admins the right to work with newly added sites, mailboxes, and other content via Dynamic Object Registration.
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Secure
Migration
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Secure Migration Methodology

All users & divisions
file shares

Migrate to 
Office365

Scan, classify and tag
sensitive data and Protection

Saved

All Data

Div C

Div B

Div A

Personal 
Drives

PCI HIPAA GDPRPII

>3 years
Old

Non-office
Docs

Duplicate
Data

Non-Sensitive

Secure
Migration

Presenter
Presentation Notes
This is how we do it! Optimize your data. Perform scans to understand what content is old or duplicate. Take the "good data" and classify/ apply sensitivity tags.they can make sure that before/after permissions map, they can make sure that data's not exposed during the migration - they can prioritize for the business by looking at things like - data last accessed / modified recently can be moved FIRST - bc that's indicative that it's active content and that will help get the bulk of the users moved faster
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AvePoint

Migration Platform
Secure
Migration

Data transfer 
fast and full service

Maintain data 
integrity 
Minimize the business 
impact

Secure Migration 
heightened security controls

Presenter
Presentation Notes
Fast & full-service data transfer.Migrate from legacy systems, including previous SharePoint versions, mail, or other Office 365 tenants to Office 365Maintain data integrity.Minimize the business impact of your migration. Maintain critical assets and information, including properties, metadata, and security settingsNever compromise security.Migrate an individual item or entire instance online or offline for heightened security controls



Solutions in Action
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Future-Proof Collaboration in the Cloud
S ecurity Simplified

Sensitive files were 
shared in Teams 
with members that 
were not authorized 
to access the 
information.

DATA 
PROTECTION

Minimize IT burden

Minimize fire drills

Reduce risk 

Remove access to sensitive 
files

 Remove sensitive content from the 
Team

 Restore your Teams with Cloud Backup

 Tailor permissions to protect enforce, 
monitor, and track overtime.

Presenter
Presentation Notes
USE CASE: Tactical use-case to show benefits of PI in combination with Backup SOLUTION:Remove sensitive content from the TeamRestore your Teams to a point in time before sensitive information was shared with Cloud BackupWith PI, set permissions across your Teams to protect enforce, monitor, and track overtime.PORT ST LUCIE CASE STUDY--  The City of Port St. Lucie is also a happy Cloud Backup customer, having transitioned from a failed deployment with a Metalogix (now Quest) Microsoft 365 backup solution. “They could never get it to work. We had it for a year didn’t get a single backup out of it. We did a demo with AvePoint and they had a 200GB site collection restored in a day,” said Melton. “It is so easy to use.”
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Securing Collaboration during Cloud Migration
when transitioning to a new M365 tenant

1. Volume of data is overwhelming 
unorganized

2. Difficult to understand who has 
access

3. Corrections are manual and take time

TENANT TO TENANT 
MIGRATION
You’ve rolled out Teams. 
Now what?

Automate security

Shorten transition period 
and productivity down times

Proactively manage access

 Easily perform security and activity 
audits

 Insights via dynamic dashboards

 Automate corrections before 
migration

Presenter
Presentation Notes
USE CASE: Selling PI in combination with MigrationPROBLEM:AvePoint's Cloud Migration with Policies and InsightsHow can I make sure that during a migration, we can not only migrate just the data that is relevant (to avoid another "mess") but also make sure that access to sensitive data stays in the right hands going forward? What can I do during this initial stage of migration to proactively protect their data in the new environment?  [PORT ST LUCIE: “We were having trouble with permissions. We would move the files, but it wouldn’t keep the permissions,” said Melton. “But that wasn’t a problem when I moved the data from the personal drives with FLY.””]BENEFITS:Reduce burden of management overtime by being proactiveShorten transition period and productivity down timesReduce change management burden on users by automating security SOLUTION:Policies and Insights can help you run an audit, to define that “mess" via digestible dashboards, and tools to  automate corrections before doing the migration.



Empowering
Partner Profitability 

Presenter
Presentation Notes
So now let’s talk about the big picture here, what this all means for the partners we look after and how you guys can be the catalyst for their business growth and enable them to increase velocity and profitability.
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Elements: Purpose built for MSPs
Elements Portal for MSPs

Value

Recurring
revenue

Service 
Differentiation

Reduced IT 
Overhead

Solution

New revenue 
(expanded services)

End user adoption / 
productivity

Future Dev

Value to MSP
Value to customer

Multi-cloud 
Backup

PI (Policies & 
Insights)

FLY Management

Presenter
Presentation Notes
Additional value we bring:Microsoft relationship & expertise. They won’t be caught out with their customers bc of lagging support time frames for new features. We’ll use the best practice, and optimal APIs to prevent throttling“Enterprise strength”24/7 supportEnterprise strength products for small business pricesGTM motionsExpert contentCompelling contentReady-baked “kits” to easily prove value to customers
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Journey to
Recurring Revenue

Transactional Managed Services

Migration Migration + Backup Migration + Backup + 
Management + PI

Presenter
Presentation Notes
AvePoint is here to support each and every partner, no matter where they are on their business/cloud journey. The Elements Platform enables partners to start and accelerate their cloud businesses whether it be at a transactional level or long term managed service. 
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Project S ize
(Users) Fee/User Total Project 

Revenue 

Total Hours 
of Manual 

Labor

Total Cost of 
Labor 

($100/hr)

Total Mig
License Cost Total Cost Total Profit Prof. %

50 $ 150.00 $   7,500.00 60 $   6,000.00 $0 $  6,000 $  1,500 20%

100 $ 150.00 $ 15,000.00 100 $ 10,000.00 $0 $10,000 $  5,000 33%

200 $ 125.00 $ 25,000.00 150 $ 15,000.00 $0 $15,000 $10,000 40%

500 $ 100.00 $ 50,000.00 300 $ 30,000.00 $0 $30,000 $20,000 40%

Start with 
Migration 

Project
Profitability 

Migration Tool: MANUAL
Migration sources: Exchange, SharePoint, Gsuite etc.

Project S ize
(Users) Fee/User Total Project 

Revenue 

Total Hours 
of Manual 

Labor

Total Cost of 
Labor 

($100/hr)

Total Mig
License Cost Total Cost Total Profit Prof. %

50 $ 150.00 $   7,500.00 5 $ 500.00 $ 150.00 $ 650.00 $ 6,850.00 91%

100 $ 150.00 $ 15,000.00 5 $ 500.00 $ 300.00 $ 800.00 $ 14,200.00 95%

200 $ 125.00 $ 25,000.00 5 $ 500.00 $ 600.00 $ 1,100.00 $ 23,900.00 96%

500 $ 100.00 $ 50,000.00 5 $ 500.00 $ 1,500.00 $ 2,000.00 $ 48,000.00 96%

Migration Tool: AVEPOINT
Migration sources: Exchange, SharePoint, ODfB, Slack, Dropbox, Box, Gsuite, Gdrive & More 

Presenter
Presentation Notes
So let’s start by looking transactionally and where AvePoint can help boost profitability for those started their cloud journey with a migration. Let’s focus on a 50 user exchange migration: From talking with our partners, the general consensus is they are charging an Average of $150 per mailbox, the project revenue for 50 mailbox is 7500. Migrating mailboxes manually on average will take you on average between 1-1.5 hours by the time export pst’s, import PSTs, recreate the user profile etc. Being conservative, engineers are generally charged at $100 hour meaning your project costs is 6k.At the end of the day, migrating 50 mailboxes manually will make you a tidy 20% profit, which isn’t bad – but what this doesn’t factor in is the risk of doing the project manually and the fact is 100% squarely on the partner. If something goes wrong, that profit drops very fast.If we now look at the right side of the table and migrating the amount of mailboxes with AvePoint’s fly, your revenue remains the same, your manual labour drops with the ability to automate majority of the migration. The licenses cost is minimal at $4.50 per user or Free for Ingram CSP partners meaning your total costs are just over 700 dollars and your profitability jumps to 90% with AvePoint carrying a large majority of the risk. 
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-$90
per user/yr

Bundling = Growth 

M365 blend  
license Bs/E3

$33/user

$150

15% Margin 
$5/user

$396 ARR/
user

Manual 
Migration = 
1.5 hours

$60 ARR/
user

Costs Net
Margin

Licensing Gross
Margin

Moving to 365
without AvePoint

(Year 1)

Moving to 365
with AvePoint

(Year 1)

+$49
per user/yrM365 blend  

license Bs/E3
$33/user/m

$36.00

M365 Margin 
15%

$5/user/m

$444 ARR/
user

Engineer uses 
AvePoint Fly 

$78 ARR/
user

Costs Net
Margin

Licensing Gross
Margin

M365 Cloud 
Backup 

$4/user/m

Backup
Margin 30%

$1.50/user/m

AvePoint Fly -
$3.00

Presenter
Presentation Notes
Now let’s move away from the transactional one off approach and focus more on the recurring revenue ideology that majority of partners are chasing today. This often means amortising the cost of the cloud move into a single per user SKU as it takes away any initial hesitation from the customer. Now..The services a partner may extend to their customers such as support & training as part of a managed service are a very personal and demographically influence piece – so let’s purely focus on the licensing and margins of a customer moving to the cloud and the managed service built around it from a first year perspective. Moving without AvePoint:If we take a blended licenses of Business Standard and E3 on average the cost is $33 per user per month of $396 for the year.What I see from talking to both distributors and partners an average margin of 15% or in this case $5 per user per month or $60 a year.If we then amortise the cost of migrating the customer to 365 manually without any sort of automation which could take anywhere between 1-1.5 hours. Your costs outweigh your gross margin and you ultimately make a per user loss in the first year. Yes over time you will recoup the costs and eventually turn profitability but it is a waiting game. Moving with AvePoint: Now let’s take the exact same scenario but add AvePoint’s 365 Backup ontop of your Microsoft licensing and use our FLY migration tool to automate the move and mitigate majority of the risk. Gross margins increases from 60 to 78 a year, and your costs drop from 150 to around 30 dollars given the amount of automation being used, not to mention risk mitigation. And overall margin comes out positive at $49 per user per year. Not only is this a $150 swing, it means your managed service is profitable from year 1, your risk factors are far lower both in the data move but also ensuring customer data protection and the cloud backup will drive customer stickiness and help create long term relationships. At it’s core it’s simple, AvePoint provides partners and easy way to start or grow their managed service offering and you as their trusted Microsoft consultants are the ones that can drive that change and ultimately be responsible for your partners success. 



Collaboration,
Secured.
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Teams vs. S.W.A.T. Teams

Customers Need Secure 
Collaboration Systems

Security, Backup, Management and 
Migration services are lucrative 
monthly revenue opportunities



Selling
Motion 1

New Collaboration
System

Offer a Secured Collaboration solution that includes 
M365 and Teams, AvePoint software, and  your 
Management Services

Provide customers with monthly security and 
management reports, and with self-service 
restore tools

Migrate legacy content to the secure 
collaboration cloud



Selling
Motion 2

Existing 
Collaboration 

System

Provide a Security/Risk Assessment to determine exposure 
and risk of data loss in current collaboration system

Analyze gaps in security and data protection, and 
recommend solutions and ongoing services to 
rectify issues found

Once secured, migrate legacy content to the secure 
collaboration cloud



©AvePoint, Inc. All rights reserved. Confidential and proprietary information of AvePoint, Inc. 

Join the Partner Program

Product
Discounts

Managed Service
Opportunities

Quarterly
Sales Rebates

Partner Service
Opportunities

Success
Plan Rebates

IP 
Co-Creation

Ways You Can
Make Money
with AvePoint

Purpose-built for MSPs, VARs, Cloud Consultants, & IP Co-Creators to 
support your business and produce real revenue opportunities with 
seamless adoption of our technology.

JOIN THE WEBINAR

July 13, 11amEST

LAUNCHING
JULY 13



How MSPs Can Survive & Thrive
https://cdn.avepoint.com/pdfs/en/ebooks/Optimizing-O365-MSPs.pdf

https://elements.avepoint.com/about
Plan your collaboration security journey with us

https://www.avepoint.com/blog/msp-and-channel/
Articles

How to Buy

Resources to dig in deeper

Global Network of Distributors

Contact Us

Presenter
Presentation Notes
https://elements.avepoint.com/about



www.AvePoint.com

Sales@AvePoint.com 

Gracias

Merci

ध�वाद
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